AAA (EE)



E

= [

AAAL(E? P BABLR CIEER

AAAD3IDDIKBE L BADFH] =

Cisco IOSTDAAASREESRE DR > b

70Ok 3)LDEL : RADIUS ¥ TACACS+D L #R




Chapter 1 : AAAQOE IR



AAALIZ? (X a) T EBOEERLEA

Authentication, Authorization, AccountingDEEX =

Authentication (§R:F)

I —HIEROFAEHHER

Authorization (27])

5FR] 9 B #R1EPH — E X %Z fllfH]

Accounting (Zho 71 >Y)
BRIECEIBRE R - SR




AAAD3DDHEEE : MZ1TL\. [AZFlET 5D

ETHI>Ta 2T hEE<

SOEL R INZ (CERA]

7ho T4 > (Accounting)

27 (Authorization)

S2:iF (Authentication)

DA—HID« NRT—=RPF
R I)LGERRE & E DERIEHRZ
RELY 5HEATY, Fvl
VO LRR Y ARSI
BELHAINET,

DIL.DIEEJZIjJ%‘t—ﬁl/ rt@*ﬁgﬂz
PH—EXZFT I &
HEHLEzT, BITTE5AVX
> REFRP. 2y 7=
D7 ABHEAZKZZH
AJEET Yo

n:un sfcnf-1— ﬂb\'fT’DTu_*gE

ErEBIRZEEE L £ 9o

AaJ4> - -7 FEEY

ANV RZREL. BEE

P LR—MERICFIBEINE
ED




AAAZSADEELF =

X2 TR —Dfi— CERMETDOMA L

e TACACS+¥RADIUSH — N T —HiE5HkE—TTE
RHEEORR 52, EAMENELL. KU —EH—
) 2 IREERE TH SRADIUSH Y R— LS. filst S
RILFARYZ =3I RADIUSH —/\ ¥ & aTAE

) E— b —/N\EREEICINZ . /NMRERIFICO—75
JLEREED FI BRI RE




Chapter 2 : Cisco IOST®DAAAZR:
E% AE



Cisco IOSTDAAASREIER EDNIEZR

AL ZSRE I DIRITREINTER

SRR T X R &R B 7 Ut XFER (login, dotlx, enable, ppp) % &R

UZ b REEEAT ZERER (defaultE3EEDY X ) EES

AR I EDTFT—RAR—X (H—/\FJL—F, radius, tacacs+, local, none) Z&B 3 3HIEE




Chapter 3 : RADIUS vs TACACS+
DIHELEER



RADIUS ¥ TACACS+DE A ikse L 8:

TR CEFDLEA ICREREVWD H B

_ mows
IETFIEZE Ciscoit 5
UDP 1812/1813 TCP 49
INRT — FIEHRDH INT Y MK

BoBE/ 50 Al 13—k TR TR



A—Rr— Eid

]

-

U

DEAMEZRIE LD

BRICISL7=-70 F JILBIRAEE

RADIUS® 3 734514 TACACS+D L 4FE

IEEE 802.1XEBESE CEATE 2ME—D 7O~ 1O

L

OV R OFM7REERI SN A 8E

v T —UHRBROERT VAT RE

TIWFARIUA—BRETORY NT—0 701X

SRS I B

VLANZE S ACLZL & DB MBI 5D AIEE

BET7O—HLEENS > TIL

BEE * 59R] « YA T4 VD meIlIRiTL

J/IAY

=111
anl

BEBEDREBREEZM@ENI KR (THU VT~
)

10




